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OVERVIEW OF EXPORT CONTROLS 

I. INTRODUCTION 
 

The U.S. export control system generally requires export licensing for defense items, for items that have 
both commercial and military applications, and for exports to sanctioned persons and destinations.  U.S. national 
security, economic interests and foreign policy shape the U.S. export control regime.  The export laws and 
regulations aim at achieving various objectives, such as preventing the proliferation of weapons of mass 
destruction, advancing the U.S. economic interests at home and abroad, aiding regional stability, implementing 
anti-terrorism and crime controls, and protecting human rights. 

The U.S. export control system restricts the export of products and services based on the type of product 
and the destination of the export.  In both the defense and high-technology sectors, the U.S. Government tightly 
regulates the export not only of equipment and components, but also of technology.  Technology includes 
technical data, such as blueprints and manuals, as well as design services (including the transfer of “knowledge”) 
and training.  U.S. laws assert jurisdiction over U.S.-origin equipment and technology even after it is exported 
(i.e., restricting the re-export or re-transfer to third parties).  In addition to general export licensing, the United 
States maintains economic embargoes against a number of countries whose governments consistently violate 
human rights or act in support of global terrorism.  Such embargoes bar most transactions by U.S. persons with 
these countries. 

Three principal agencies regulate exports from the United States: the U.S. Department of State Directorate 
of Defense Trade Controls (“DDTC”) administers export control of defense exports; the U.S. Department of 
Commerce Bureau of Industry and Security (“BIS”) administers export control of so-called "dual-use" technology 
exports; and the U.S. Department of the Treasury Office of Foreign Assets Control (“OFAC”) administers exports 
to embargoed countries and designated entities. 
 
II. EXPORT CONTROLS AND UNIVERSITY RESEARCH 
 

U.S. national security and economic interests are heavily dependent on technological innovation and 
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1. Expor ts of ar ticles from the U.S. ter r itory 

�ƒ Shipping or taking a defense article out of the United States. 

�ƒ Transferring title or ownership of a defense article to a foreign national, in or outside the United 
States. 

2. Extra-ter r itor ial transfers 

�ƒ The re-export or re-transfer of defense articles from one foreign national to another, not previously 
authorized (i.e., transferring an article that has been exported to a foreign country from that 
country to a third country). 

�ƒ Transferring the registration, control, or ownership to a foreign national of any aircraft, vessel, or 
satellite covered by the USML, whether the transfer occurs in the United States or abroad. 

3. Expor t of intangibles 

�ƒ Disclosing technical data to a foreign national, whether in the United States or abroad, through 
oral, visual, or other means. 

�ƒ Performing a defense service for a foreign person, whether in the United States or abroad. 

E. AUTHORIZATION TO EXPORT 

  Generally, any U.S. person or entity that manufactures, brokers, or exports defense articles or services 
must be registered with DDTC.10  Registration is required prior to applying for a license or taking advantage of 
some license exemption.11

 

  Once the registration is complete, an exporter may apply for an export authorization 
by submitting a relatively simple license application for the export of defense articles or technical data; or a 
complex license application, usually in the form of a Technical Assistance Agreement (“TAA”), for complex 
transaction that will require the U.S. entity to provide defense services.  Most types of applications also contain 
additional certifications / transmittal letters, supporting documentation, and in some cases, non-transfer and use 
certification from the licensee and / or the foreign government of the licensee. 

  Also,  if the university desires to involve foreign nationals in ITAR-controlled research, it must register 
with the DDTC
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apply different standards to technology for “use” of a product than for the technology for the 
“design” or “manufacture” of a product. 

B. THE COMMERCE CONTROL LIST CATEGORIES 

The CCL provides a list of very specific items that are controlled.  The CCL is similar to the "dual-use" 
list adopted by other countries under the Wassenaar Arrangement,14

http://www.access.gpo.gov/bis/ear/ear_data.html

 although the CCL has additional items.  The 
CCL is divided into the nine categories below.  The CCL is available online at 

.  
 

 CATEGORIES  
 0. Nuclear related items & miscellaneous items 

1. Chemical compounds, microorganisms and toxins 

2. Materials processing 

3. Electronics 

4. Computers 

5. pt-1 Telecommunications 

5. pt-2 Information security (encryption) 

6. Sensors & lasers 

7. Navigation and avionics 

8. Marine (vessels, propulsion, and equipment) 

9. Propulsion systems, space vehicles (includes aircraft & aircraft engines) 

 

 
C. CLASSIFICATION 

As discussed in 
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D. DEFINITION OF EXPORT AND RE-EXPORT UNDER THE EAR 

1. Expor t.  Export is defined as the actual shipment or transmission of items subject to the EAR out 
of the United States.  The EAR is similar to the ITAR in that it covers intangible exports of “technology,” 
including source code, as well as physical exports of items.   

2. Deemed Expor t.  Under the EAR the release of technology to a foreign national in the United 
States is "deemed" to be an export even though the release took place within the United States.  Deemed exports 
may occur through such means as a demonstration, oral briefing, or plant visit, as well as the electronic 
transmission of non-public data that will be received abroad. 

3. Re-expor t.   EAR and ITAR attempts to impose restrictions on the re-export of U.S. goods, i.e., 
the shipment or transfer to a third country of goods or technology originally exported from the United States. 

 
4. Deemed Re-expor t.  Finally, the EAR defines "deemed" re-exports as the release of technology 

by a foreign national who has been licensed to receive it to the national of another foreign country who has not 
been licensed to receive the technology.  For example, ECCN 5E001 technology may be exported to a university 
in Ireland under the license exception for technology and software, but might require a deemed re-export license 
authorization before being released to a Russian foreign national student or employee of that university in Ireland. 

E. AUTHORIZATION TO EXPORT 

Once determined that a license is required, an exporter can apply for export authorization from BIS.  
Unlike the ITAR, there is no requirement for formal registration prior to applying for export authorization.  
Additionally, the EAR has no equivalent to the TAA used in ITAR exports. 
 

The EAR contains a number of exceptions.  Determining whether a particular exception applies requires 
review of the specific application as detailed in 15 C.F.R. § 740, as well as review of the notes on applicable 
license exceptions following the ECCN entry on the CCL.17

 
 

Each category of the CCL contains ECCNs for specific items divided into five categories, A through E: 
"A" refers to specific systems or equipment (and components); "B" refers to test, inspection and production 
equipment; "C" refers to materials; "D" refers to software; and "E" refers to the technology related to that specific 
equipment.  For example, most civil computers would be classified under ECCN 4A994.  The "4" refers to 
Category 4, Computers, and the "A" refers to the subcategory, i.e., equipment.  Generally, if the last three digits 
begin with a 'zero' or 'one' (e.g., 4A001), the product is subject to stringent controls, whereas if the last three 
digits are a "9XX" (e.g., 4A994), then generally there are fewer restrictions on export. 

 
Once an item has been classified under a particular ECCN, a person can determine whether a license is 

required for export to a particular country.  The starting place is the information following the ECCN heading.  
The "List of Items Controlled" describes the specific items covered or not covered by the ECCN. 

 
(1) Determine Reason for Controls. The "License Requirements" section provides notations as to the 

reasons for control.  These reasons include: 
 

AT Anti-Terrorism CB Chemical & Biological Weapons 
CC Crime Control CW Chemical Weapons Convention 
EI Encryption Items FC Firearms Convention 
MT Missile Technology NS National Security 
NP Nuclear Nonproliferation RS Regional Security 

                                                 
17 15 C.F.R. § 740. 
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SS Short Supply XP Computers 
SI Significant Items   

 
The most commonly used controls are Anti-Terrorism and National Security, while other controls only 

apply to limited types of articles.  For example, ECCN 4A994 lists “License Requirements: Reason for Control: 
AT” (i.e., anti-terrorism) and the following: 

 
Control(s) Country Chart 

AT applies to entire entry AT Column 1 

 
(2) Apply Country Chart.  Once an item is identified as meeting the criteria for a particular ECCN, the 

user can refer to the chart found at 15 C.F.R. § 738, Supp. 1.  If the particular control applies to that country, a 
license is required.  For example, Syria has an “X” under AT Column 1, therefore a license would be required 
unless an exception applied. 

 
(3) Exceptions.  The EAR contains a number of exceptions.  Determining whether a particular 

exception applies requires review of the specific application as detailed in 15 C.F.R. § 740, as well as review of 
the notes on applicable license exceptions following the ECCN entry.  These exceptions include: 

 
LVS Items of limited value (value is set under each ECCN). 
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ENC Certain encryption devices and software. 

AGR Agricultural commodities.  

CCD Authorization of certain consumer communication devices 
to Cuba. 

 
License exceptions specific to universities, as well as licensing procedures, are described in detail in Key 

Issues in University Research. 
 

V. OFAC SANCTIONS PROGRAM AND BARRED ENTITIES LISTS

 D  

http://www.treas.gov/offices/enforcement/ofac/�
http://www.treas.gov/offices/enforcement/ofac/sdn/index.shtml�
http://www.treas.gov/offices/enforcement/ofac/�


  15   

exports to Mayrow General Trading and related parties.  A link to the General Orders is 
available at: http://www.access.gpo.gov/bis/ear/pdf/736.pdf

http://www.access.gpo.gov/bis/ear/pdf/736.pdf�
http://www.pmddtc.state.gov/compliance/debar.html�
http://www.pmddtc.state.gov/embargoed_countries/index.html�
http://www.bis.doc.gov/dpl/Default.shtm�
http://www.bis.doc.gov/Entities/Default.htm�
http://www.bis.doc.gov/Enforcement/UnverifiedList/unverified_parties.html�
http://www.epls.gov/�
http://www.state.gov/t/isn/c15231.htm�
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A. JURISDICTION 

These laws generally apply to any person or entity in the U.S., and to U.S. persons or entities abroad.  As 
examples, the laws apply to: 

 
�ƒ A foreign company’s affiliate or permanent office in the U.S. 

�ƒ A U.S. company’s foreign affiliate’s transaction with a third-party if that affiliate is controlled 
by the U.S. company and involves shipment of goods to or from the U.S. 

B. RED FLAGS 

The Commerce Department has set forth the following red-flags to look for as signs of anti-boycott 
restrictions: 

�ƒ Agreements to refuse or actual refusals to do business with Israel or with blacklisted 
companies. 

�ƒ Agreements to discriminate or actual discrimination against other persons based on race, 
religion, sex, national origin, or nationality. 

�ƒ Furnishing information about business relationships with Israel or with blacklisted companies. 

�ƒ Furnishing information about the race, religion, sex, or national origin of another person. 

�ƒ Paying or otherwise implementing letters of credit that include requirements to take boycott-
related actions prohibited by the anti-boycott regulations. 

These restrictions may appear on pre-printed portions of agreements. 

C. EXCEPTION 

  A major exception to the anti-boycott rules is the provision that permits compliance with the import 
requirements of a boycotting country.  This exception permits firms to comply with import restrictions that 
prohibit imports from Israel or Israeli firms.  The exception does not permit compliance with a boycott of 
blacklisted firms outside of Israel, nor does it allow for the issuance of a negative certificate-of-origin of any type.  
Other exceptions allow firms to provide country-of-origin information on the shipping documents, or information 
required for immigration or employment purposes.  The exceptions can be found at 15 C.F.R. § 760.3. 

D. REPORTING 

  Any U.S. person or entity who is asked to enter into an agreement or provide information that would 
violate anti-boycott laws must report this to BIS using a form BIS-621-P in accordance with 15 C.F.R. § 760.5.  
Information regarding the reporting of suspected anti-boycott activities can be found at 
http://www.bis.doc.gov/ComplianceAndEnforcement/index.htm.  In addition, the U.S. Internal Revenue Service 
(IRS) requires U.S. taxpayers to report operations in or relating to boycotting countries and nationals and request 
to cooperate with boycott activities.  See IRS Form 5713, located online at: http://www.irs.gov/pub/irs-
pdf/f5713.pdf.  

  These reporting requirements apply even where the U.S. person or entity refuses to participate.  Crossing 
out the boycott language in a proposed contract does not end the matter.  The duty to report remains even where 
the requesting foreign entity accepts the redaction of the boycott language. 

http://www.bis.doc.gov/ComplianceAndEnforcement/index.htm�
http://www.irs.gov/pub/irs-pdf/f5713.pdf�
http://www.irs.gov/pub/irs-pdf/f5713.pdf�


http://www.bis.doc.gov/complianceandenforcement/antiboycottcompliance.htm�
http://www.usdoj.gov/opa/pr/2007/March/07_nsd_192.html�
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C. DUAL-USE ITEMS EXPORTS AND ANTI-BOYCOTT VIOLATIONS 

Similar to the ITAR, violations of the EAR are subject to both criminal and administrative penalties.  
Fines for export violations, including anti-boycott violations, can reach up to $1,000,000 per violation in criminal 
cases, and $250,000 per violation in most administrative cases.  In addition, criminal violators may be sentenced 
to prison time up to 20 years, and administrative penalties may include the denial of export privileges.28

 

  A denial 
order is probably the most serious sanction because such order would bar a U.S. company from exporting for a 
period of years or bar a foreign entity from buying U.S. origin products for such period. 

In most instances, BIS reaches negotiated settlements in its administrative cases, as a result of voluntary 
self-disclosures of violations by companies and individuals.  Voluntary disclosures constitute a major mitigating 
factor in determining penalties, reducing the amount of penalty by up to 50 percent, provided certain conditions 
are met, such as the implementing of a comprehensive compliance program.29

 
 

D. EXPORTS TO A S

http://www.bis.doc.gov/complianceandenforcement/dontletthishappentoyou-2008.pdf�
http://www.bis.doc.gov/complianceandenforcement/dontletthishappentoyou-2008.pdf�
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• granted status as a "protected person" under 8 U.S.C. 1324b(a)(3), e.g., political refugees, political asylum 
holders, etc. 

This includes students, businesspeople, scholars, researchers, technical experts, etc. BIS looks at the person's 
most recent citizenship or permanent residence.  DDTC looks at the person's country of origin (i.e., country of 
birth) and all current citizenships. 

Note: "Foreign national" is the term used by the Department of Commerce, while "foreign person" is the term 
used by the Department of State. 

III. INFORMATION NOT SUBJECT TO OR EXCLUDED FROM EXPORT CONTROLS 

Both the ITAR and the EAR have special provisions relating to information that is not subject to export 
controls, including limited exclusions regarding the release of information in the context of university research 
and educational activities.  Additionally, the embargo regulations have exceptions for certain information and 
informational materials. 

A. PUBLIC DOMAIN 

The ITAR and the EAR do not control information which is published and generally accessible or 
available to the public.  Note that even though the regulations have similar scope, the ITAR and the EAR vary in 
the specific information that qualifies as publicly available. 

• ITAR provision:  The ITAR describes such information as information in the public domain.32

o sales at newsstands and bookstores; 

  
The information in the public domain may be obtained through: 

o subscription or purchase without restriction to any individual; 

o second class mailing privileges granted by the U.S. Government; 

o at libraries open to the public; 

o patents available at any patent office; 

o unlimited distribution at a conference, meeting, seminar, trade show or exhibition, 
generally accessible to the public, in the United States; 

o public release in any form after approval of the cognizant U.S. Government agency; or 

o fundamental research in the U.S.  (See Key Issues in University Research, Section III.C. 
Fundamental Research.) 

• EAR provision:  The EAR does not control publicly available technology if it is already published 
or will be published.33

o publication in periodicals, books, print, etc., available for general distribution free or at 
cost; 

  Information is published when it becomes generally accessible to the 
interested public in any form, including: 

                                                 
32 22 C.F.R. §§ 120.10(a)(5) and 120.11. 
33 15 C.F.R. §§ 734.3(b)(3) and 734.7. 
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o readily available at libraries open to the public or university libraries; 

o patents and open patents applications available at any patent office; or 

o release at an open conference, meeting, seminar, trade show, or other gathering open to the 
public. 

The EAR requires that the publication is available for distribution free or at price not to exceed the cost of 
reproduction and distribution; however, the ITAR does not have such a requirement. 

Note also that the EAR does not specify where an open conference, meeting, seminar or trade show must 
take place, and thus allows, for example, participation at a foreign conference so long as the conference is open to 
all technically qualified members of the public, and attendees are permitted to take notes.  Unlike the EAR, the 
ITAR limits participation in conferences and similar events to those that are taking place in the United States. 

B. EDUCATIONAL INFORMATION 

Both the ITAR and the EAR address the issue of general educational information that is typically taught in 
schools and universities.  Such information, even if it relates to items included on the USML or the CCL, does not 
fall under the application of export controls. 

• ITAR provision:  The ITAR specifically provides that the definition of "technical data" does not 
include information concerning general scientific, mathematical or engineering principles 
commonly taught in schools, colleges and universities.34

• EAR provision:  The EAR provides that publicly available "educational information" is not 
subject to the EAR, if it is released by instruction in catalogue courses and associated teaching 
laboratories of academic institutions.

 

35

Therefore, a university graduate course on design and manufacture of very high-speed integrated circuitry 
will not be subject to export controls, even though the technology is on the CCL.  The key factor is that the 
information is provided by instruction in a catalogue course.  Foreign students from any country may attend this 
course because the information is not controlled. 

 

 
The information will not be controlled even if the course contains recent and unpublished results from 

laboratory research, so long as the university did not accepted separate obligations with respect to publication or 
dissemination, e.g., a publication restriction under a federal funding.36

 
   

C. FUNDAMENTAL RESEARCH 

During the Reagan administration, several universities worked with the Federal government to establish 
national policy for controlling the flow of information produced in federally funded fundamental research at 
colleges, universities and laboratories resulting in the issuance of the National Security Decision Directive 189 
(“NSDD”), National Policy on the Transfer of Scientific, Technical and Engineering Information on September 
21, 1985.    In a letter dated November 1, 2001, President George W. Bush’s administration reaffirmed NSDD 
189.  NSDD 189 provided the following definition of fundamental research that has guided universities in 
making licensing decisions relative to fundamental research exclusions provided under both the EAR and ITAR.   
                                                 
34 22 C.F.R. § 120.10(a)(5). 
 
35 15 C.F.R. §§ 734.3(b)(3) and 734.9. 
 
36 15 C.F.R. § 734, Supp. No. 1, Questions C(1) to C(6). 
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Basic and applied research in science and engineering, the results of which ordinarily are 
published and shared broadly within the scientific community, as distinguished from 
proprietary research and from industrial development, design, production, and product 
utilization, the results of which ordinarily are restricted for proprietary or national 
security reasons. 

 
Research conducted by scientists, engineers, or students at a university normally will be considered 

fundamental research.  University based research may not be considered fundamental research if the university or 
its researchers accept (at the request, for example, of an industrial sponsor) restrictions on publication. Projects 
with request for publication restrictions need to be reviewed by a Contract Specialist and a Compliance Specialist 
to ensure the Fundamental Research Exemption is not voided without having proper safeguards in place.     

 
Both the ITAR and the EAR provide that information published and generally accessible to the public 

through fundamental research is not subject to export controls.  However, there are certain restrictions.  In order 
to take advantage of this exemption: 

• such information must be produced as part of basic and applied research in science and 
engineering and must be broadly shared within the scientific community (i.e., no restrictions on 
publication / dissemination of the research results); 37

• it is essential to distinguish the information or product that 

 

results from the fundamental research 
from the conduct that occurs within the context of the fundamental research. While the results of 
the research project may meet the definition of fundamental research and therefore not subject to 
export controls, if during the course of the project, proprietary (non publishable) technology is 
provided to Wichita State University an export license may still be required if it is to be released to 
a foreign national.  Such export controlled technology may come from the research sponsor, from 
a research partner institution, or from a previous university research project.38

One major difference is that the ITAR requires that, to qualify as fundamental research, research must be 
performed at accredited institutions of higher learning in the United States.  Under the EAR, fundamental 
research may occur at facilities other than accredited institutions of higher learning in the United States. 

 

Under both the ITAR and the EAR, research performed at universities will not qualify as fundamental if 
the university (or the primary investigator) has accepted publication or other dissemination restrictions. 

• ITAR provision:  the fundamental research exception does not apply to research the results of 
which are restricted for proprietary reasons, or specific U.S. Government access and dissemination 
controls.39

• EAR provision:  the fundamental research is distinguished from proprietary research and from 
industrial development, design, production, and product utilization, the results of which ordinarily 
are restricted for proprietary reasons or specific national security reasons.

 

40

                                                 
37 ITAR § 120.11(a)(8); EAR §§ 734.3(b)(3) and 734.8(a). 

  Under the EAR, 
university-based research is not considered fundamental research if the university or its researchers 

38 See BIS Revisions and Clarification of Deemed Export Related Regulatory Requirements, 71 Fed. Reg. 30840, 30844 
(May 31, 2006).  (This interpretation of fundamental research by BIS, while not binding, is instructive as to how DDTC 
might interpret its regulations.) 
 
39 22 C.F.R. §§ 120.11(a)(8) and 120.10(a)(5). 
 
40 EAR § 734.8(a). 
 



http://www.pmddtc.state.gov/regulations_laws/documents/official_itar/ITAR_Part_126.pdf�
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WICHITA STATE UNIVERSITY EXPORT COMPLIANCE PROCEDURES 

I. COMMITMENT TO EXPORT CONTROL COMPLIANCE  

Wichita State University conducts focused research to advance knowledge, enhance student learning 
experiences, and build its reputation in the scientific and technical communities while providing positive returns 
on sponsors support.  Wichita State University endorses the principles of freedom of inquiry and open exchange 
of knowledge, while complying with the export control regulations. 

 
The export of certain technologies, software and hardware is regulated and controlled by Federal law for 

reasons of national security, foreign policy, prevention of the spread of weapons of mass destruction and for 
competitive trade reasons.  Wichita State University and all its employees are required to comply with the laws 
and implementing regulations issued by the Department of State, through its International Traffic in Arms 
Regulations (“ITAR”), the Department of Commerce, through its Export Administration Regulations (“EAR”) 
and the Department of the Treasury through its Office of Foreign Asset Controls (“OFAC”). 

 
In the aftermath of September 11, 2001, and the increased security needs of the United States, the 

importance and scrutiny of compliance with these regulations has increased, and research contracts and 
agreements received by universities from sponsors, both Federal and industrial, in which export control 
provisions are contained, have increased significantly.  Export controls regulations apply regardless of the source 
of funding, both external and internal. 

 
While most research conducted on U.S. college and university campuses is excluded from these 

regulations under the Fundamental Research Exclusion, university research involving specified technologies 
controlled under the EAR and/or ITAR, or transactions and exchanges with designated countries, individuals and 
entities may require Wichita State University to obtain prior approval from the appropriate agency before 
allowing foreign nationals to participate in controlled research, collaborating with a foreign company, and/or 
sharing research—verbally or in writing—with persons who are not United States citizens,

http://webs.wichita.edu/?u=WSURESEARCHADMIN&p=/ExportCompliance/ExportComplianceIndex/�
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II. KEY ACTORS RESPONSIBLE FOR EXPORT CONTROL COMPLIANCE 
 
A. EMPOWERED OFFICIALS 

The Associate Provost for Research is WSU’s Empowered Official for export control matters.  In this 
capacity, the Empowered Official has the responsibility to represent the university before the export control 
regulators in matters related to registration, licensing, commodity jurisdiction requests, or voluntary disclosures.  
While certain oversight functions may be delegated, only the Empowered Official has the power to sign such 
paperwork and bind the university in any proceeding before DDTC, BIS, OFAC, or any other government agency 
with export control responsibilities.   

B. UNIVERSITY COMPLIANCE SPECIALISTS 

Compliance Specialists report to the Associate Provost for Research.  Compliance Specialists have the 
authority and the responsibility for the implementation of the procedures set forth in this Compliance Manual.    

Compliance Specialist works closely with the Associate Provost for Research and ORA in performing his 
or her responsibilities.  Each Compliance Specialist: 

1. identifies areas at Wichita State University relative to research and other activities that are 
impacted by export control regulations; 

2. develops control procedures to ensure the university remains in compliance; 

3. recommends procedures to the senior Wichita State University administration to strengthen 
Wichita State University's compliance; 

Wichita State University
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other federally approved encryption technology.  Database access should be managed via a Virtual 
Private Network. 

• Confidential Communications.  Discussions about the project must be limited to the identified and 
authorized project participants, and only in areas where unauthorized individuals are not present.  
Discussions with third party sub-contractors must occur only under signed agreements which fully 
respect the non-U.S. citizen limitations for such disclosures. 

C. TRAINING & CERTIFICATION 

Before any project member may observe or access the export controlled technology, the PI assigned to the 
project must brief the project members on the procedures authorized under the fully executed TCP (standard or 
ITAR). 

V. 

If a project is export controlled and a license is needed to involve a foreign national, the Empowered 
Official 
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Commercialization, and Travel will assist the Compliance Specialists in implementing the export control training 
sessions or briefings relative to their units. 

VIII. RECORDKEEPING 

Wichita State University’s policy is to maintain export-related records on a project basis.  Unless 
otherwise provided for, all records indicated herein shall be maintained consistent with the Wichita State 
University record retention policy.  EAR regulated projects shall be retained for no less than five years from final 
invoice date.  ITAR regulated projects shall be retained no less than five years after the project’s TCP termination 
date or license termination date, whichever is later. 

 Records required to be retained: 
• Memoranda 
• Notes 
• Correspondence 
• Contracts 
• Invitations to bid 
• Books of account 
• Financial records 
• Restrictive trade practice or boycott documents and reports 
• Export agency notifications 
• Description of the unclassified technical data 
• The name of the recipient /end-user 
• The date / time of export 
• The method of transmission (e.g., e-mail, fax, telephone, FedEx) 
• The exemption under which the export took place, if applicable. 
• All documentation regarding the use of an exception, exemption or license 

ITAR Regulated projects must also retain the following records: 
• Technology Control Plan (TCP) 
• ITAR Non-Disclosure Agreement (NDA) 

 
Generally, records required to be retained by any export agency must be kept for a period of five years 

from the project’s termination date.  However, if BIS or any other government agency makes a request for such 
records following a voluntary self-disclosure, the records must be maintained until the agency concerned provides 
written authorization otherwise. 
 
IX. MONITORING AND AUDITING 

In order to maintain Wichita State University’s export compliance program and ensure consistent 
adherence to U.S. export laws, the Compliance Specialist conduct internal reviews of all export activities.  The 
purpose of the reviews is: (i) to identify possible violations; and (ii) to identify deficiencies in training, 
procedures, etc
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XI. 

In recognition of the seriousness of non-compliance with export controls, Wichita State University will 
address non-compliance in accordance with policies and procedures outlined by the Kansas Board of Regents and 
Wichita State University.  Further, all WSU employees must be aware of the substantial criminal and civil 
penalties imposed for violation of the export regulations including personal liability, monetary fines and 
imprisonment. 

DISCIPLINARY ACTIONS 

 
 
 

XII. 

In accordance with Wichita State University Policy and Procedures, no individual shall be punished solely 
because he or she reported what was reasonably believed to be an act of wrongdoing or export control violation.  
However, a Wichita State University employee will be subject to disciplinary action if the employee knowingly 
fabricated, knowingly distorted, or knowingly exaggerated the report.   

EMPLOYEE PROTECTION 
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